(Parker, 2017) shows that cyberattacks can harm organization in many aspects one of them physical harm, in 2008 hackers attacked Turkish Oil pipeline Leakage detection Systems which system disabled temporary, in addition 2015 parts of German steel plant shut down by someone gained access to workers login, moreover in the same year 2015 hackers struck Power grid in Ukraine by using faulty firmware.

According to (Hiscox, 2021) during 2020 year hackers pay more focus on industries such as energy and manufacture, which they see it as more profitable targets, and as positive reaction in 2021 the top of average spend on cyber security was by energy firms which is $13.8 million, which reflect the importance of invest in cyber security field to decrease the pain if it get stroked by cyberattack in future.

7.5% average drop of stock market values suffered by companies which being breached such as Marriot, Equifax, Yahoo, Facebook, Chegg, Dun & Bradstreet, Sonic Drive-in, ..etc., depends on the big and impact of breached some of companies took 46 day for stock to be recovered, while others such as Equifax took years to get their stock value back to the value before the incident (Bitglass, 2019).
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